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Sikker sameksistens - Strategi for civile droner
i dansk luftrum

I de seneste ar har droneteknologien udviklet sig i et hastigt tempo. I takt med udviklingen af
teknologien er droneoperationerne blevet stadig mere avancerede. Det har givet bredere
anvendelsesmuligheder for droner, og der er forventninger til en fortsat betydelig vaekst i antallet
af droneoperationer i Danmark i de kommende ar.

Trafikstyrelsen har siden sommeren 2023 arbejdet med udviklingen af en ny national
dronestrategi. Formalet hermed var at fastssette rammerne for, hvordan civile droner vil kunne
anvendes i dansk luftrum, ndr der ogsa skal tages hensyn til sikkerheden i luftrummet og den
gvrige lufttrafik.

Siden 2023 har den sikkerhedspolitiske situation imidlertid udviklet sig, og der har vaeret en
reekke dronehzendelser i dansk luftrum, herunder observationer af droner i neerheden af kritisk
infrastruktur som havne og lufthavne samt over militaere omrader. Haendelserne har givet
anledning til midlertidige dronerestriktioner og gget beredskab.

Samtidig har udviklingen i Ruslands krig mod Ukraine i hgj grad handlet om udvikling og
anvendelse af ny droneteknologi pd begge sider.

Samlet set har de seneste ars udvikling bidraget til en gget bevidsthed om og en aendret
forstaelse af droners rolle i forhold til national sikkerhed. Hvor droner tidligere primaert blev
betragtet som et civilt og kommercielt redskab, indgar de i dag ogsd i myndighedernes
vurderinger af risici og trusler mod samfundets funktionsevne og i militaere anvendelser. Det er
derfor ngdvendigt ogsa at se naervaerende dronestrategi i dette lys.

Samtidig er der stadig behov for, at dronebranchen far bedre udviklingsmuligheder, s Danmark
fortsat kan spille en rolle i forhold til udviklingen af droneteknologier til bade civile og militeere
formal.

Det er iszer en barriere for udviklingen af droneteknologien, at reglerne pa droneomradet for en
reekke droneoperationer kan anses som restriktive. Dronebranchen har derfor i en arraekke peget
pd, at saerligt de nuvaerende rammer for droneflyvninger uden for dronepilotens synsvidde
(BVLOS - Beyond Visual Line of Sight) er restriktive og derfor begraenser og haemmer branchens
udviklingsmuligheder.

De geeldende droneregler skal ses i sammenhaeng med, at der ogsa findes en raekke andre
brugere i det danske luftrum. Det er derfor ngdvendigt at have fokus pa sikker sameksistens
mellem droner og bemandet luftfart. For at droner kan blive en integreret del af fremtidens
luftfart, er der behov for ny og tidssvarende regulering og praksis, som dels adresserer behovet
for bedre veaerktgjer til at identificere droneoperationer, og dels adresserer behovet for lgsninger,
der understgtter en fleksibel anvendelse af luftrummet til gavn for dronebranchen og for den
bemandede luftfarts sikkerhed.

Strategien er inddelt i 7 temaer, der fastlaegger rammer for anvendelsen af civile droner i dansk
luftrum under hensyntagen til bade samfundssikkerhed og den gvrige lufttrafik.

Strategien forfglger dermed to hovedformal:



1) At imgdekomme det beredskabsmaessige behov for bedre muligheder for at detektere
droner og identificere dronepiloten.
2) At understgtte droneinnovation og droneanvendelse uden at skabe konflikter med andre
brugere af luftrummet.

Boks 1: Droneoperationer - kategorier

I EU-reguleringen (2019/947) inddeles droneoperationer i tre kategorier afhaengig af risikoen
forbundet med en droneoperation; den abne, den specifikke og den certificerede kategori.
Risikoen afhaenger i bl.a.af dronens veegt, om der flyves over mennesker og af risikoen for
kollision med bemandet luftfart.

Den 8bne kategori omfatter droneoperationer med lav risiko. Den er igen opdelt i tre
underkategorier afhaengig af dronens vaegt og om der flyves teet pd eller over mennesker.

e Droner under 250 g ma flyve over mennesker, men ikke over forsamlinger
e Droner op til 4 kg ma flyve taet pa, men ikke over mennesker
e Droner op til 25 kg ma ikke flyve teet pa eller over mennesker

Der skal flyves inden for dronepilotens synsvidde og i en hgjde pa@ under 120 m over jorden.

Den specifikke kategori omfatter droneoperationer, der overskrider greenserne for den abne
kategori og derfor har hgjere risiko. Det geelder for eksempel:

e Droner over 25 kg
e Flyvninger uden for dronepilotens synsvidde (BVLOS)
e Flyvninger mere end 120 m over jorden

Den certificerede kategori omfatter de mest risikable droneoperationer, der ligner traditionel
luftfart, for eksempel passagertransport. Der kraeves certificering af bade drone og
dronepilot.

N&r denne strategi omhandler civile droner i danske luftrum, s8 omfatter den bdde droner
anvendt af private, virksomheder og organisationer samt i et vist omfang droner anvendt af
offentlige myndigheder, ndr de flyver inden for de civile rammer.

N&r myndigheder i forbindelse med militeere-, politi-, beredskabsaktiviteter og lignende
foretager droneflyvninger, kaldes det statsflyvninger. Rammerne for sddanne flyvninger
fastsaettes i saerlige aftaler mellem de pagaeldende myndigheder og Trafikstyrelsen. Disse
myndighedsflyvninger er ikke en del af denne strategi.

Selvom disse flyvninger ikke er omfattet af strategien, er det vigtigt, at myndighedernes behov
tilgodeses i forbindelse med udmgntningen af strategien, hvorfor relevante myndigheder vil blive
inddraget i udmgntningsarbejdet.



Tema 1 - Adgang til luftrummet

Formal

Droner spiller en stadig stgrre rolle i det danske luftrum. For at udnytte potentialet for brug af
droner i Danmark skal der udvikles Igsninger, som skaber et luftrum, hvor bade droner og andre
luftrumsbrugere sikkert kan sameksistere.

Det helt afggrende for at kunne udnytte potentialet i droneteknologien er at gge muligheden for
at flyve uden for den enkelte dronepilots synsvidde — det der i fagsprog kaldes BVLOS - Beyond
Visual Line of Sight. Det er allerede muligt i dag, men de nuveerende rammer for droneflyvning
betyder, at luftrummet ma lukkes for andre luftrumsbrugere. Droneflyvningerne begraenser
derfor brugen af luftrummet for andre luftrumsbrugere, hvilket begraenser mulighederne for at
skalere droneflyvningerne. Dette fremhaeves ogsa af dronebranchen som en af de vaesentligste
hindringer i dag for branchens udvikling. Der er behov for at se pa mulighederne for at kunne
gennemfgre droneoperationer over stgrre afstande, der ikke begraenser anvendelsen af
luftrummet for de gvrige luftrumsbrugere mere end hgjst ngdvendigt.

Droner skal med andre ord integreres i det danske luftrum pa en made, der sikrer, at bemandede
luftfartgjer og droner kan opholde sig sikkert i samme luftrum. Dette forudseetter imidlertid, at
den bemandede luftfart er elektronisk synlig for dronepiloterne, og dronerne kan vige for den
bemandede Iuftfart. I dag geelder der ikke er noget generelt krav om elektronisk synlighed for
bemandet luftfart.

Krav om elektronisk synlighed vil samtidig kunne bidrage til et generelt sikkerhedslgft i
luftrummet. Dette geelder bl.a. for den generelle luftfart (GA) og akutleegehelikopteren, som
opererer pd alle tider af dggnet i alle flyvehgjder. Elektronisk synlighed kan styrke
situationsforstaelsen og dermed gge luftfartssikkerheden.

Tiltag

Det anbefales, at tiltagene nedenfor gennemfgres for at sikre adgangen til luftrummet for bade
bemandet luftfart og droner.

Tiltag 1: Elektronisk synlighed blandt luftrumsbrugere

For at kunne understgtte en sikker integration af droner er der brug for elektronisk synlighed
blandt luftrumsbrugerne i dansk luftrum. Droner, der flyver uden for synsvidde, skal kunne
detektere bemandede luftfartgjer for at kunne undvige dem. Det foreslds derfor, at der stilles
krav om elektronisk synlighed for bade droner og gvrige luftrumsbrugere.

For at gennemfgre tiltag 1 vil Trafikstyrelsen iveerksaette nedenstdende.

1.1 Krav om elektronisk synlighed for bemandet luftfart og droner

Trafikstyrelsen vil ved bekendtggrelse fastlaagge rammerne for et nationalt krav om udstyr
og tekniske Igsninger, der ggr bemandet luftfart elektronisk synlig, og som derved kan
understgtte en sikker fremtidig integration af droner i luftrummet. Kravet forventes at
traede i kraft den 1. januar 2027.



1.2

I omrader, hvor bade droner og bemandet lufttrafik opererer, vil elektronisk synlighed
veere et vigtigt skridt mod at sikre, at droner kan opfylde deres vigepligt ved flyvning uden
for synsvidde.

Der forventes fastlagt fglgende krav til den bemandede luftfart:

e I kontrolleret luftrum stilles der krav om SSR-transponder.
e I ukontrolleret luftrum stilles der krav om ADS-B eller ADS-L.

Der forventes fastlagt fglgende krav til droner:

e I den specifikke og den certificerede kategori stilles samme krav om elektronisk
synlighed som til den bemandede luftfart.

e I den 3bne kategori over 250 g stilles krav om fjernidentifikation (remote ID),
bortset fra for modelfly, som flyves p& modelflyvepladser eller til konkurrencer og
steevner, jf. tema 3.

e For alle droner under 250 g med sensorer, sdsom kamera, stilles der krav om
elektronisk synlighed i flyvesikringskritiske og sikringskritiske geografiske
dronezoner, f.eks. ved lufthavne, militeere installationer og kritisk infrastruktur.

N&r luftrumsbrugerne er elektronisk synlige, er forudsaetningen skabt for, at dronepiloten
med korrekt udstyr, procedurer og traening kan udfgre tilstraekkelige undvigemangvre, i
fagsprog “detect and avoid”. P& baggrund af en godkendt risikovurdering, kan dette give
mulighed for at flyve uden for synsvidde uden oprettelse af restriktionsomrader.

Sikre rammer for flyvninger uden for synsvidde

Elektronisk synlighed kan imidlertid ikke std alene. Der skal derfor fastlaegges procedurer
for anvendelsen af de tekniske Igsninger, som indgar i droneoperationens risikovurdering.

Dette forudsaetter, at dronepiloter skal veaere kompetente til at anvende elektronisk
synlighed som en mitigerende del af droneoperationen. Dronepiloter skal dermed veere i
stand til at betjene og fortolke informationerne fra det anvendte udstyr og skal kunne
registrere og lokalisere bemandet luftfart, som potentielt kan komme i konflikt med
droneoperationen.

Synligheden vil dermed kunne omsaettes til procedurer for undvigelse (detect and avoid)
baseret pa forudbestemte teaerskler for f.eks. afstand, hgjde og tid til en potentiel konflikt.
Informationen fra den elektroniske synlighed anvendes til at vurdere konfliktens omfang
og dermed hvilke konkrete handlinger, der bgr foretages, herunder a&ndringer i flyvehgjde,
kurs eller afbrydelse af droneoperationen.

Informationen kunne f.eks. vaere en visuel notifikation pd dronepilotens udstyr, der ogsa
via alarmer vil kunne ggre piloten opmaerksom pa at igangsaette bestemte procedurer.

Procedurerne skal klart beskrive, hvordan og hvornar dronepiloten skal reagere og
undvige, herunder hvilke redskaber og metoder der skal anvendes, hvis bemandede
luftfartgjer naermer sig det omrade, hvor dronen opererer. Procedurerne skal desuden
omfatte alle relevante funktioner og foranstaltninger, der ggr det muligt at tilpasse
operationen, s potentielle konflikter kan hdndteres sikkert.



1.3

National prioriteringsliste for luftrumsbrugere

Trafikstyrelsen vil som luftfartsmyndighed sta i situationer, hvor der skal prioriteres mellem
forskellige Iuftrumsbrugeres behov, eksempelvis i forbindelse med Forsvarets behov for
gvelsesaktiviteter og lignende. Med inspiration fra Norge vil Trafikstyrelsen fastlaegge en
national prioriteringsliste for de forskellige typer af luftrumsbrugere, som vil tage hgjde for
formalet bag flyvningerne.

Prioriteringslisten skal bruges i tilfaelde af, at der er modstridende behov i forbindelse med
brugen af Iuftrummet, som gg@r det ngdvendigt at prioritere mellem bestemte
luftrumsbrugere.

Der foreslas fglgende prioritering:

1)

2)

3)

4)

5)

6)

Akutte rednings- og sundhedsrelaterede flyvninger, herunder laegehelikopter

(HEMS), ambulanceflyvninger, s@g- og redningsoperationer (SAR) samt akutte transporter

af organer, blod, medicin og andet kritisk hospitalsudstyr mellem hospitaler.

Militaere operationer (bemandede og fjernbemandede) i forbindelse med

suveraenitetshaevdelse, myndighedsudgvelse, national eller international krisehandtering

samt andre skarpe operative opgaver.

Flyvninger i forbindelse med gvrige akutte myndighedsopgaver, herunder politi-,

told- og beredskabsopgaver, eftersggning og redning, miljg- og katastrofeindsats samt

anden akut myndighedsudgvelse.

Open Skies-flyvninger samt andre traktat- eller aftalebaserede flyvninger, som Danmark

er folkeretligt forpligtet til at gennemfgre eller understgtte.

Kommerciel luftfart og militaere gvelsesflyvninger tillaeagges som udgangspunkt

samme prioritet.

a) Fglgende tilpasninger geelder med hensyn til kommerciel luftfart og militaere
gvelsesflyvninger:

i) Behov for luftrum ma ikke hindre trafik til og fra lufthavne, der ligger under det
pagaeldende luftrum.

i) Kommerciel rutetrafik pa nationale og internationale hovedforbindelser, herunder
trafik til og fra de stgrste lufthavne samt offshore-helikoptertrafik, tilleegges saerlig
veegt.

iii) Stgrre militeere gvelser med deltagelse af danske styrker tillaegges saerlig vaegt.

iv) Beredskabs- og reaktionsgvelser tillaegges hgj vaegt, dog lavere end stgrre militaere
gvelser.

v) Militaere gvelser har prioritet i foruddefinerede omrader, safremt disse er reserveret
i overensstemmelse med FUA-konceptet.

b) Prioritet mellem kommercielle flyvninger fastsaettes saledes:

i) Rutetrafik har prioritet foran ikke-rutebundet trafik.

ii) Passagertrafik har prioritet foran ren godstrafik, medmindre godstransporten har
dokumenteret kritisk samfundsbetydning.

iii) Flyvningens samlede samfundsgkonomiske og samfundsmaessige betydning kan
indga som supplerende hensyn. Dette indebzerer ligeledes droneflyvning til
kommercielt brug, med samfundsnytte.

iv) Kommerciel droneflyvning med dokumenteret samfundsnytte sidestilles i
prioriteringen med anden kommerciel luftfart med tilsvarende samfundsmaessig
betydning.

@vrig droneflyvning til kommerciel brug, som ikke er omfattet af punkt 5



7) Skole- og uddannelsesflyvning, herunder bade bemandet skoleflyvning og
traeningsflyvning med dronepiloter som led i formel uddannelse.

8) Almindelig erhvervsmaessig luftfart uden rutestatus, herunder charterflyvning og
gvrig aerial work, som ikke er omfattet af ovenstdende punkter.

9) Almenflyvning til fritidsbrug, herunder privatflyvning og luftsport.

10) Droneflyvning til fritidsbrug.

Prioriteringen af droneflyvninger er afhaengig af formalet. Samfundskritiske anvendelser som
sundhedslogistik og miljgovervagning vurderes pa linje med anden kommerciel luftfart.
Tilgangen fremtidssikrer listen, idet nye anvendelser som person- og godstransport med droner,
som handteres i tema 7, kan indga i prioriteringen, nar det bliver relevant.

Baggrund

Udfordringer ved droneoperationer uden for synsvidde

Hidtil har operationer uden for synsvidde i Danmark veeret gennemfgrt i saerskilte luftrum,
sakaldte restriktionsomrader, hvor kun den specifikke dronepilot har adgang. Denne tilgang har
den fordel, at droner og bemandede luftfartgjer holdes adskilt (segregering), for at undga
kollision.

Restriktionsomrader optager dog meget plads. Ved en gget efterspgrgsel pa gennemfgrelse af
droneoperationer uden for synsvidde, vil omraderne begraense de @vrige luftrumsbrugeres
adgang til luftrummet. Denne praksis for h%ndteringen af droneoperationerne er ikke
hensigtsmaessigt i forhold til at kunne skalere droneaktiviteter. Praksissen er endvidere
administrativt tung, da den kraever ansggning, risikovurdering og godkendelse i hvert enkelt
tilfelde et restriktionsomrade skal oprettes.

N&r bemandet luftfart flyver i kontrolleret luftrum, er lufttrafiktjenesten som udgangspunkt
ansvarlig for at sikre adskillelse mellem luftrumsbrugerne. Ved flyvning i ukontrolleret luftrum
er udgangspunktet, at bemandede luftfartgjer selv skal kunne se og undga hinanden. Nar der
flyves uden for synsvidde med en drone, har dronepiloterne i sagens natur ikke samme
muligheder for at se andre luftfartgjer.



Boks 2: Kontrolleret og ukontrolleret luftrum i Danmark
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Danmarks luftrum er opdelt i kontrolleret og ukontrolleret luftrum afhangigt af, hvilken lufttrafiktjeneste der ydes,
og hvem der har ansvaret for at undgd sammenstgd mellem luftfartgjer.

I kontrolleret luftrum overvdges trafikken af flyveledere. For flyvninger efter instrumentregler (IFR), er det
flyvelederen, der har ansvaret for at sikre tilstraekkelig afstand til andre luftfartgjer. For andre flyvninger efter de
visuelle flyveregler (VFR), modtager piloten flyveinformation og har selv ansvaret for at undgd sammenstgd. I
luftrumsklasse C har flyveledelsen dog ogsa ansvaret for at sikre afstanden mellem Iuftrumsbrugerne, uafhaengig
af, hvilke regler de flyver under.

I ukontrolleret luftrum ydes der ikke flyveledelse. Her kan piloten, hvor der er radio- og radardaekning, modtage
flyveinformation fra Copenhagen Information (COIF) og har altid selv det fulde ansvar for at holde sikker afstand
til andre luftfartgjer.

I figuren er det kontrollerede luftrum angivet som luftrumsklasse C til E, mens luftrumsklasse G er ukontrolleret.
Dette er illustreret i et tvaersnit af luftrummet fra Nordsgen til @resund.

Lufttrafiktjenester i Danmark varetages primaert af Naviair, mens regionale lufthavne yder flyveinformation ved
anflyvning, og Forsvaret varetager tarntjenesten i Karup Lufthavn og Skrydstrup Lufthavn.

Figuren viser det kontrollerede og ukontrollerede luftrum i Danmark i et snit fra Nordsgen til @resund. Det
kontrollerede luftrum omfatter luftrumsklasse A til E (markeret med gul), mens klasse F og G er ukontrolleret
(markeret med bl3).

Lufttrafiktjenester udgves i Danmark overvejende af Naviair, der er en selvstaendig offentlig virksomhed ejet af
Transportministeriet. Herudover yder regionale lufthavne selv flyveinformationstjenesten ved anflyvning til
lufthavnene, ligesom Forsvaret varetager tarntjenesten i Midtjyllands Lufthavn og Flyvestation Skrydstrup.




Der mangler derfor metoder til at opretholde et tilstreekkeligt sikkerhedsniveau ved
droneflyvninger uden for synsvidde, nar disse skal integreres med bemandet luftfart.

Det er en vigtig forudsaetning for at etablere en infrastruktur, der kan tillade gget brug af droner
uden for synsvidde, at der er viden om, hvordan luftrummet bruges af de civile aktgrer.
Trafikstyrelsen har gennemfgrt en kortlaegning i luftrummet under 3.500 fod, hvoraf stgrstedelen
er ukontrolleret luftrum. Det er i dette luftrum, at stgrstedelen af dronerne opererer, men det
er ogsa i dette luftrum, at der er mindst kendskab til den civile bemandede luftfarts flyvninger.

Kortlaegningen viser, at langt de fleste luftfartgjer som udgangspunkt ikke befinder sig under
1.000 fod, hvis man ser bort fra bestemte omrader i forbindelse med start og landing. Enkelte
luftrumsbrugere, f.eks. luftballoner samt hang- og paraglidere, befinder sig i luftrummet under
500 fod, men det sker typisk kun i specifikke omrader og pa specifikke tidspunkter. Saerligt
luftrummet under 500 fod har stor betydning for dronerne, fordi det er her, de fleste droner
flyver. Udover aktgrerne, som fremgar i kortleegningen, bliver det nedre luftrum ogsd anvendt
af akutlzegehelikopteren og Forsvaret, herunder i forbindelse med traening og Igsning af militere
og samfundskritiske opgaver sasom redningstjeneste og eftersggning.
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Boks 3: Teknologier til elektronisk synlighed

Elektronisk synlighed indebaerer, at man ved hjzelp af teknologi som satellitbaseret
positionering (GNSS), transponder, ADS-B eller andre tekniske Igsninger kan
positionsbestemme luftrumsbrugere.

SSR-transponder

SSR (Secondary Surveillance Radar) fungerer ved, at en jordbaseret radar kontinuerligt
sender en "forespgrgsel" (interrogation) om et luftfartgj. Luftfartgjets transponder opfanger
dette signal og sender gjeblikkeligt et kodet svar tilbage pa 1090 MHz, der indeholder
information om luftfartgjet, sdsom identitet (Mode A), hgjde (Mode C) og mere detaljerede
data i Mode S. Denne information vises pa flyvelederens skaerm som et "tag" med data ved
siden af luftfartgjets position. Positionen bestemmes af radaren og ikke ved data sendt fra
transponderen.

ADS-B

ADS-B er en teknologi, som giver elektronisk synlighed af luftfartgjer uden afhaengighed af
radar. Med systemet udsender luftfartgjet automatisk information om position, hgjde,
hastighed, kurs og identifikation. ADS-B er afhaengig af satellitnavigation (GNSS).

ADS-B Out sender luftfartgjets egne data kontinuerligt pa frekvensen 1090 MHz (identisk
med Mode S Extended Squitter), uden behov for radarinterrogation.

ADS-B In fungerer som modtager og ggr det muligt at modtage signaler fra jordbaserede
antenner, andre luftfartgjer eller satellitter.

ADS-L

ADS-L (Light) fungerer overvejende pa samme made som ADS-B, men er designet til at
veere en billigere Igsning og bruger ogsa en anden frekvens, 860 MHz. ADS-L er beregnet
til at gge piloternes situationsbevidsthed og dermed forbedre Iuftfartssikkerheden, men er i
dag ikke pabudt undtagen i U-space luftrum.

Anvendelsen af frekvensen 860 MHz handterer problemet med begraenset kapacitet pa
frekvensen 1090 MHz.

Krav om elektronisk synlighed

De nuvaerende rammer for at stille krav til elektronisk synlighed for al bemandet luftfart er som
udgangspunkt koblet op pa obligatoriske transponder zoner (TMZ) eller transponderkrav i visse
omrader ved lufthavne Det er derfor muligt for luftfartgjer at bevaege sig rundt i store dele af
det ukontrollerede luftrum uden at skulle vaere elektronisk synlige. Hvis elektronisk synlighed
skal kunne understgtte droneflyvninger uden for synsvidde, er det ngdvendigt, at der ogsa stilles
krav om elektronisk synlighed i denne del af luftrummet, hvor ADS-B og ADS-L er alternative
Igsninger da transponderkrav her bl.a. vil forudsaette radardaekning og derfor ggr denne form
for elektronisk synlighed vanskelig at udbrede i det helt lave luftrum under 500 fod. Elektronisk
synlighed kan ikke st3 alene i forbindelse med at understgtte en sikker integration, da der fortsat
skal veere krav til ngdvendige procedurer og kompetencer hos dronepiloten, ligesom
droneoperationer uden for synsvidde fortsat skal risikovurderes, inden de godkendes af
Trafikstyrelsen.
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Tema 2 - Trafikinformation og trafikstyring

Formal

I takt med at brugen af droner bliver mere udbredt, kan det pa lidt lsengere sigt blive ngdvendigt
at have Igsninger, der supplerer kravet om elektronisk synlighed og muligggr, at et stgrre antal
droner samtidig kan flyve uden for synsvidde i samme omrade.

De s3kaldte U-space luftrum er Europa-Kommissionens bud pa en langsigtet Igsning pa, hvordan
flere droner sikkert kan integreres med andre luftfartgjer i et afgraenset luftrum. U-space luftrum
er teenkt som et markedsdrevet koncept, hvor lufttrafikstyringstjenester udbydes pa et
forretningsmeessigt grundlag.

Der er imidlertid et "hgnen-og-aegget” problem med konceptet, da et forretningsmaessigt udbud
af lufttrafikstyringstjenester for droner krzever, at der allerede er en betydelig volumen af
droneoperationer, hvilket imidlertid ikke kan opstd under de nuvaerende vilkdr for
droneoperationer.

Der er derfor behov for mindre kraevende, men hurtigt implementerbare Igsninger, der kan
bygge bro hen mod etableringen af egentlig luftrumsstyring og U-space luftrum for droner. I de
kommende 3ar forventes de fleste operationer uden for synsvidde i Danmark at kunne
understgttes af de rammer, som er beskrevet i Tema 1 om Adgang til luftrummet. Integrationen
af droner i luftrummet pa baggrund af tiltagene i tema 1 kan vaere med til at accelerere
droneoperationerne til et niveau, som ngdvendigggr U-space luftrum. Det kan vaere i omrader,
hvor der er behov for en form for egentlig luftrumsstyring som fglge af en stgrre volumen af
trafik - bade fra droner og bemandede luftfartgjer.

Et overblik over droneoperationer i Danmark vil pa sigt kunne give et datagrundlag for, hvornar
et omrdde er pd vej mod at fa en volumen af trafik eller kompleksitet, som ggr, at processen
med oprettelse af U-space-luftrum skal pabegyndes for at gge flyvesikkerheden.

Fra et beredskabsmaessigt perspektiv er det ngdvendigt, at myndighederne har et overblik over
de samlede lovlige droneoperationer i Danmark i realtid og derved forbedre mulighederne for at
kunne skelne mellem lovlige og ulovlige operationer. Det vil som fglge deraf ogsa kunne forbedre
myndighedernes muligheder for at handtere sakaldte ikke-samarbejdsvillige droner, jf. tema 3
om Counter-drone.

Tiltag

Det anbefales, at tiltagene nedenfor gennemfgres til understgttelse af en trinvis udvikling hen
imod en egentlig lufttrafikstyring og u-space luftrum for droner.

Tiltag 2: Anmeldelse af flyveplaner for droner

2.1 Indkgb af IT-system til digital anmeldelse af flyveplaner

Naviair foreslds at std for indkgb af et IT-system for anmeldelse af flyveplaner for droner.
Der vurderes at vaere flere leverandgrer, som i dag kan tilbyde et sddant system. I Norge
er et tilsvarende digitalt anmeldelsessystem netop i gang med at blive taget i brug.
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2.2

2.3

Systemet skal integrere oplysninger om geografiske dronezoner, herunder
flyvesikringskritiske og sikringskritiske omrader, som i dag fremgar af kortet “Dronezoner”
pd Trafikstyrelsens hjemmeside. Hvis en droneoperation kraever tilladelse, skal systemet
endvidere kunne understgtte ansggnings- og tilladelsesprocessen. Trafikstyrelsen skal
have adgang til systemet og dets indhold, s3 styrelsen fortsat kan varetage sine
myndighedsopgaver i forbindelse med tilladelsessager.

Systemet skal vise alle anmeldte droneflyvninger med kontaktdata til dronepiloten.

Krav om anmeldelse af flyveplaner for droner

Nar det digitale anmeldelsessystem er etableret, foreslds det, at der stilles krav om
anmeldelse af flyveplaner for droner skal ske gennem dette. Oplysningerne vil bl.a. omfatte
flyvningens formal, omrddet som droneflyvningen gennemfgres i, dato og tidspunkt for
droneflyvningen samt kontaktoplysninger. Anmeldelse skal verificeres ved en digital
sighatur sdsom MitID, MitID Erhverv eller lignende.

Kravet foreslds at omfatte alle flyvninger med droner over 250 g i hele Danmark, og droner
under 250 g for droner med sensor, som skal flyve i visse geografiske dronezoner. Kravet
omfatter sdledes ogsd en stor del af droneoperationerne i den dbne kategori. Dette skal
ses i lyset af, at formalet ikke kun er hensynet til flyvesikkerheden, men ogsa generelle
sikkerhedsmaessige hensyn og offentlighedens accept af @gget droneaktivitet. Det bliver
herved muligt for politiet at identificere og kontakte dronepiloten, hvis politiet matte
modtage en anmeldelse af en mistaenkelig droneflyvning.

Ved et fuldt indfaset system vil anmeldelseskravet give dronepiloterne en stgrre sikkerhed
for at kunne undgd ubevidst at gennemfgre ulovlige flyvninger, idet systemet potentielt
set kan advare dronepiloten, hvis man f.eks. sgger at anmelde en droneflyvning i et
sikringskritisk eller flyvesikringskritisk omrade uden tilladelse. Det er veesentligt at
systemet bliver let at betjene for dronepiloterne med et simpelt app-interface, s det er
lettilgeengeligt at leve op til anmeldelseskravet.

Naviair som leverandgr af faelles informationstjeneste

For at et U-space-luftrum skal fungere effektivt skal der veere adgang til en raekke nationale
data. Hvert medlemsland, der gnsker at oprette et U-space, er derfor forpligtet til at ggre
data tilgengelig som en del af feelles informationstjenester.

Naviair rdder allerede over dele af disse ngdvendige data vedrgrende statiske og
dynamiske luftrumsreservationer samt data om relevante trafikoplysninger vedrgrende
bemandede Iuftfartgjer. @vrige ngdvendige data sdsom geografiske dronezoner og
vejrdata vil skulle understgttes af andre myndigheders data.

Det foreslds at udpege Naviair til leverandgr af den feelles informationstjeneste i Danmark,
hvortil integrationen af et IT-system ved Naviair kan ses som vejen frem mod en
certificering som udbyder af feelles informationstjenester.
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2.4 Videre udvikling mod U-space luftrum

De rammer for sameksistens, der er forsldet med tiltagene under tema 1 og tema 2,
vurderes at vaere tilstreekkelige til at handtere udviklingen i dronebranchen nogle ar ud i
fremtiden.

Herefter kan det forventes, at egentlig trafikstyring for droner i form af etablering af U-
space luftrum bliver ngdvendig i visse omrader.

Baggrund

For at understgtte, at offentlige myndigheder og visse infrastrukturforvaltere har de rigtige
veerktgjer til at identificere og handtere ikke-samarbejdsvillige droner, er der med lov nr. 1787
af 29. december 2025 tilvejebragt hjemmel til at fastseette krav om anmeldelse af flyveplaner
for droner.

Selv om denne regulering udspringer af et beredskabshensyn i forhold til at give myndigheder
og infrastrukturforvaltere bedre mulighed for at kunne identificere ikke-samarbejdsvillige
droner, vil kravet om anmeldelse af flyveplaner og etableringen af et IT-system til at indsende
disse samtidig give datagrundlag for antallet af droneoperationer i luftrummet. Dermed vil disse
oplysninger pa sigt ogsa@ kunne bidrage til en vurdering af, hvornar der er behov for egentlig
trafikstyring i form af U-space luftrum.

Hvad er et U-space luftrum?

Et U-space luftrum er en fast defineret del af luftrummet, hvor bemandede luftfartgjer og flere
droner samtidig kan flyve. I et U-space-luftrum er der fastsat en raekke betingelser, som ggr det
muligt at have et stgrre antal droner og andre luftfartgjer i samme omrade pa sikker vis. U-
space-forordningen, som fastsaetter betingelserne i et U-space-luftrum, geelder allerede, men
det er ikke et krav, at der oprettes U-space-luftrum i Danmark.

Droner ma kun flyve i U-space luftrum, hvis dronepiloten benytter en raekke digitale services,
der understgtter adskillelse mellem droner og bemandet luftfart. Den aktgr, der skal levere disse
services, kaldes en U-space-tjenesteudgver. U-space luftrum er fra Europa-Kommissionens side
teenkt som et markedsdrevet koncept, og et U-space luftrum kraaver som minimum en U-space-
tjenesteudgver. Udfordringen ved et markedsdrevet U-space-luftrum er, at der maske fgrst
opstar det ngdvendige marked, ndr den rette infrastruktur til at understgtte markedet er
etableret. Omvendt er der ikke incitament til at etablere sig som U-space-tjenesteudgver uden
et marked. I Danmark er der endnu ikke nogen aktgr, som har pabegyndt processen til at blive
en certificeret U-space-tjenesteudgver.

For at et U-space Iuftrum skal fungere effektivt, skal der vaere adgang til en raeekke nationale
data. Hvert medlemsland, der gnsker at oprette et U-space luftrum, er derfor forpligtet til at
ggre data tilgeengelig som en del af feelles informationstjenester. De data, der skal leveres,
stammer hovedsageligt fra tre forskellige kilder: offentlige myndigheder, herunder
Trafikstyrelsen, andre U-space-tjenesteudgvere samt nationale vejr- og lufttrafiktjenester, som
i en dansk kontekst er Danmarks Meteorologiske Institut (DMI) og Naviair.
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Oprettelse af U-space luftrum

Inden et U-space luftrum kan blive oprettet, er der krav om, at der skal foretages en omfattende
luftrums- og jordrisikovurdering af hensyn til sikkerheden, privatlivets fred og miljget. Der
mangler erfaringer med processen for oprettelse af et U-space luftrum, herunder hvordan
luftrums- og jordrisikovurderingerne skal udfgres. Denne erfaring er relevant, hvis der bliver et
behov for at oprette et egentligt U-space luftrum i Danmark.

Der mangler ogsa viden om, hvordan udgifterne i forbindelse med etableringen af et U-space
luftrum skal finansieres. Ifglge en konsekvensanalyse, der er blevet udarbejdet af Trafikstyrelsen
samt baseret pa erfaringer fra andre europeeiske lande, vurderes de gkonomiske konsekvenser
af U-space-forordningen at vaere betydelige. P38 nuvaerende tidspunkt kendes de naermere
omkostninger dog ikke.
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Boks 4: Geografiske dronezoner

En geografisk dronezone er et geografisk afgraeenset omrade i luftrummet, hvor der i medfgr
af EU-regler gaelder seerlige vilkar, begraensninger eller forbud for droneoperationer.

Dronezoner udpeges af hensyn til sikkerheden for mennesker og fly (»safety og security«),
miljget og privatlivets fred. I Danmark udpeges dronezonerne af Trafikstyrelsen. Eksempler
vises pa kortet nedenfor.

De rade zoner pa kortet er flyvesikringskritiske zoner sdsom offentlig godkendt eller militaer
flyveplads eller laegehelikopterplatform.

De bl§ zoner er sikringskritiske zoner sasom civillisteslotte, ambassader, kolonne 3-
virksomheder, politiets ejendomme, faengsler og militsere omrader.

De gronne zoner er Natura2000 omrader.

De orange zoner er mindre og/eller private flyvepladser, svaeveflyvepladser,
vandflyvepladser eller faldskaarmsomrader.

De gule zoner er NOTAM omrader. Her er droneflyvning tilladt, hvis zonerne er inaktive (alene
vist med omrids).

v \& DRONEZONER by Trafikstyrelse X + - [m] X

C M 25 dronezoner.eu/Dronezoner2025.html hxd ®

Q_ Find adresse eller sted }
Y o Civil Lufthavn 3-6 km zone 9§ v X J
A J
@ R@D - Flyvesikringskritisk omrade
Droneflyvning er IKKE tilladt, medmindre du J

—~ har indhentet tilladelse fra Trafikstyrelsen.
Procedurer for tilladelser ved Lufthavne,
flyvestationer eller flyvepladser kan laeses her:

® - LINK

° o + , | Ansagningsblanket

UNDTAGELSE: Med A2 kompetencecertifikat ma |

- Q du flyve ind til 3 km fra lufthavn / flyveplads, men
hajst 40m over banekote

e
:
m
g @ y ) Grundkort detaljer
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Tema 3 - Counter drone

Formal

Droner kan bidrage til en positiv samfundsudvikling, nar de anvendes med de rette intentioner.
Men samtidig kan droner ogsd bruges til ulovlige aktiviteter, som i nogle tilfselde kan udfgres
med selv de mest simple civile droner.

Den samlede betegnelse for de modforanstaltninger, der bruges til at forebygge og modvirke
ulovlig brug af droner, er counter drone.

Senest i efteraret 2025 har der vaeret eksempler pd uautoriseret droneaktivitet i neerheden af
danske lufthavne og over strategisk vigtige omrdder, herunder militeere anlaeg. Disse
droneoperationer vurderes af myndighederne som udtryk for en hybrid trussel og forarsagede
bl.a., at flytrafikken ind og ud af flere danske lufthavne blev indstillet. Der har i andre europaiske
lande veeret lignende haendelser ved lufthavne og naer kritisk infrastruktur.

Tema 3 har fokus pd, hvordan trusler fra droner, der bevidst eller ubevidst bruges til ulovlige
aktiviteter handteres. Formalet med counter drone-temaet er at sikre en fortsat sikker afvikling
af dronetrafik i dansk luftrum samtidig med, at der skabes de ngdvendige forudsaetninger for,
at relevante aktgrer kan handtere "ikke-samarbejdsvillige droner”.

Krav om elektronisk synlighed for bemandet luftfart, under tema 1, samt krav om anmeldelse
af flyveplan, herunder den systemmaessige understgttelse, beskrevet under tema 2, bidrager til
den foresldede counter drone-indsats. Tiltagene styrker den samlede situationsforstaelse og ggr
det muligt at skelne mellem lovlige og ikke-samarbejdsvillige droner. Videre skaber tiltagene et
klart referencegrundlag for, hvilke Iluftfartgjer der opererer lovligt. Dermed forbedres
beredskabets mulighed for hurtigt at identificere og reagere pa ikke-samarbejdsvillige droner.

Tiltag

En afggrende forudsaetning for at kunne imgdega trusler fra ikke-samarbejdsvillige droner er, at
relevante aktgrer kan skelne mellem lovlige og ulovlige droneoperationer. Kravet om anmeldelse
af flyveplaner, jf. tema 2, er saledes en afggrende forudsaetning herfor. Det anbefales, at
tiltagene nedenfor gennemfgres for at sikre, at Danmark kan imgdegd truslen fra ikke-
samarbejdsvillige droner.

Tiltag 3: Identifikation og mulig neutralisering af ikke-samarbejdsvillige droner

3.1 Krav om fjernidentifikation

For alle droner over 250 g stilles der krav om aktiv anvendelse af elektronisk
fiernidentifikation (remote ID), ndr der flyves med droner i dansk luftrum. Ved flyvning i
visse geografiske dronezoner vil kravet ogsa skulle geelde for droner under 250 g, hvis der
er pamonteret en sensor.

Kravet skal sammen med kravet om anmeldelse af flyveplan, jf. tema 2, sikre, at det er
muligt ved lovlig droneflyvning at identificere droneoperation og dronepilot. Ved at opn3
kendskab til de lovlige droneoperationer i luftrummet vil de ikke-samarbejdsvillige droner
dermed bedre kunne skelnes fra de lovlige droneoperationer.
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3.2 Udmgntning af hjemmel til neutralisering af ikke-samarbejdsvillige

droner

Den foresldede ordning for neutralisering af ikke-samarbejdsvillige droner, der falger af lov
nr. 1787 af 29. december 2025 skal udmgntes. Trafikstyrelsen vil derfor i forbindelse med
opdateringen af dronebekendtggrelsen bl.a. fastsaette regler om, hvilke metoder, der kan
anvendes til neutraliseringen, samt kompetencekrav til de medarbejdere hos myndigheder
og infrastrukturforvaltere, der skal kunne forestd neutraliseringen. Der vil ligeledes blive
fastsat regler om bl.a. erstatningsansvar og ansvarsfordeling, hvis en drone bliver
neutraliseret uretmaessigt

Baggrund

Ikke-samarbejdsvillige droner

Inden for counter drone-omradet bruges begrebet ikke-samarbejdsvillige droner til at beskrive
de droner, der bevidst eller ubevidst bruges til ulovlige aktiviteter. I praksis kan det vaere svaert
at vide, om dronepiloten har til hensigt at benytte dronen til et ulovligt formal (fjendtlige droner),
eller om dronepiloten blot er skgdeslgs eller uvidende om gaeldende regler (uautoriserede
droner). Droner, som flyver efter reglerne i dronebekendtggrelsen, kan stadig have et ulovligt
formal, f.eks. kan en drone flyves efter dronereglerne, men med det formal at overvage.

En vautoriseret droneflyvning kan forekomme, nar en drone flyves ind i geografiske dronezoner,
hvor den ikke ma veere, eksempelvis i narheden af en lufthavn. Geografiske dronezoner er
etableret af hensyn til sikkerheden, privatlivets fred eller miljget og omfatter udover omraderne
omkring lufthavne blandt andet ogsa militaere anlaeg, ambassader og miljgbeskyttede omrader.
Ofte skyldes droneflyvninger i geografiske dronezoner, at dronepiloten enten ikke har sat sig ind
i reglerne eller ikke er bevidst om de potentielle konsekvenser.

Et af de vigtigste forebyggende veerktgjer mod uautoriserede flyvninger er oplysning og
hé&ndhavelse. Disse emner behandles naermere i denne strategis Tema 4: Safety promotion og
i Tema 6: P8virkningen p8 det omgivende samfund

Begge temaer er vigtige for at minimere antallet af uautoriserede droner, som ubevidst ikke
lever op til reglerne. De to temaer kan dog ikke imgdegd de uautoriserede droner, hvor
dronepiloten bevidst ignorerer lovgivningen og undlader at reagere pa indskaerpelser/pabud eller
sanktioner fra relevante myndigheder. Selvom disse droner ikke ngdvendigvis er brugt med
kriminelle hensigter, repraesenterer deres manglende overholdelse af regler og manglende
respons en betydelig sikkerhedsbekymring.

Muligheder for at imgdega ikke-samarbejdsvillige droner

For at imgdega truslen fra ikke-samarbejdsvillige droner kraever det kendskab og adgang til de
ngdvendige foranstaltninger. I forbindelse med mulige kriminelle aktiviteter fglger counter drone
en metodik, der omfatter fem trin og ligner en typisk trusselvurderingsproces.
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Detektion og identifikation
e Opdage og identificere en potentiel trussel

Sporing og overvagning
e Holde gje med truslens bevaegelser og aktiviteter

Evaluering og risikovurdering
e Bedgmme alvorligheden og sandsynligheden af en trussel

Intervention og neutralisering
¢ Traeffe foranstaltninger for at handtere, nedbringe eller eliminere truslen, f.eks. nedskydning mm.

Efterfglgende analyse og leering
¢ Analysere handelsen for at forbedre fremtidige responsstrategier

Der er mulighed for at detektere droner med forskellige teknologier. Men selv om en drone
detekteres, er det ikke sikkert, at dronepiloten ogsd kan lokaliseres og identificeres, da
dronepiloten kan vaere langt vaek fra omradet, hvor dronen flyver.

I Danmark har Politiet mulighed for at intervenere og neutralisere droner med magt i visse
situationer, eksempelvis ved en konkret fare. Forsvaret har tilsvarende befgjelser i forbindelse
med suveraenitetshdndhaevelse og beskyttelse af militeere omrader og installationer sdsom
kaserner og militaere flyvestationer samt palaeer og slotte, nar disse bevogtes af Forsvaret.

Der findes allerede nu forskellige teknologiske Igsninger tilgeengelige til detektering, sporing,
overvagning og neutralisering af ikke-samarbejdsvillige droner, og adskillige teknologiske
lgsninger er under udvikling, dog med varierende grad af palidelighed. Anvendelsen af counter
drone veerktgjer er derfor kompleks, da ikke alle modforanstaltninger er lige velfungerende, og
deres effekt og pavirkning stadig ikke kendes til fulde. For at opnd en bredere beskyttelse kan
der derfor veere behov for at kombinere flere forskellige veerktgjer.

Det kan ogsa veere situationer, hvor det er vanskeligt for Politiet at na at reagere, inden en
trussel fra luften bliver et reelt problem. Bruges en drone eksempelvis til kriminelle aktiviteter,
kan myndighederne ikke ngdvendigvis nd at reagere, inden dronen er vaek igen.

For at give offentlige myndigheder og infrastrukturforvaltere veerktgjer til hdndtering af ikke-
samarbejdsvillige droner, er der med lov nr. 1787 af 29. december 2025 tilvejebragt hjemmel,
der ggr det muligt for offentlige myndigheder og infrastrukturforvaltere at indga en aftale med
transportministeren (Trafikstyrelsen) om neutralisering af ikke-samarbejdsvillige droner.
Ordningen er frivillig og skal ses som et supplerende vaerktgj i forhold til de muligheder som
Politiet og Forsvaret har til at neutralisere droner.

Remote ID

Der geelder EU-krav om fjernidentifikation (Remote ID) for alle c-maerkede droner undtagen CO-
maerkede og C4-meaerkede droner samt droner uden c-maerkning, som er hjemmebyggede
droner eller droner, som er bragt i omseaetning fgr den 1. januar 2024.

Et fjernidentifikationssystem pa en drone ggr det muligt for dronen at udsende information om
dronepilotens registreringsnummer, information om dronens kurs og dronepilotens geografiske
position. Der findes to typer af Remote ID: Direct Remote ID (via bluetooth og wifi. 1-10 km
reekkevidde) og network Remote ID (via mobilnetvaerk).
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Da det, jf. ovenfor, ikke er alle droner, som har krav om at have fjernidentifikation, er det
ngdvendigt at udvide kravet til ogsa at gaelde for alle droner over 250 g i hele Danmark. Hvis
dronepiloten skal flyve i visse geografiske dronezoner, vil kravet sdledes ogsa gaelde for droner
under 250 g, hvis der er pamonteret en sensor.

det er vurderingen, at kravet om fjernidentifikation kan understgtte myndighedernes muligheder
for at skelne mellem lovlige droneoperationer og ikke-samarbejdsvillige droner. Det kan muligvis
ogsa fa betydning i relation til sikker sameksistens, men dette har nogle tekniske
forudsaetninger, som ikke er opfyldt i dag.
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Tema 4 - Safety Promotion

Formal

Droner bruges til mange forskellige formal, som raekker lige fra fritidsflyvning til professionelle
anvendelser som farvandovervdgning, nyhedsdaekning og kontrol af dyrebestand.

Men bade den europaeiske og danske lovgivning er kompleks og omfangsrig, hvilket kan ggre
det sveert for dronepiloter at overholde reglerne. Det er derfor vigtigt at udbrede kendskabet til
reglerne for bade dronepiloter, forhandlere, producenter og importgrer. Dette temas formal er
at komme med bud p3, hvordan oplysningsindsatsen pa omradet kan styrkes.

Tiltag

Det anbefales, at tiltagene nedenfor gennemfgres for at sikre et bredt kendskab til dronereglerne
blandt bade hobby og professionelle dronepiloter.

Boks 5: Droneoperatgr, fjernpilot og dronepilot

En droneoperator er den fysiske eller juridiske person, der rader over og er ansvarlig for
dronen og droneoperationen, mens fjernpiloten er den person, der konkret fgrer og
kontrollerer dronen under flyvningen. Droneoperatgr og fjernpilot kan vaere den samme
person. Igennem strategien bruges feellesbetegnelsen dronepilot for bade droneoperatgr og
fjernpilot.

Tiltag 4: Udbredelse af kendskabet til droneregler og luftfartssikkerhed

4.1

4.2

Information om anmeldelse af flyveplan og fjernidentifikation

Trafikstyrelsen vil gennemfgre en malrettet indsats for at fa de nye krav om anmeldelse af
flyveplan samt krav om fjernidentifikation kommunikeret bredt ud til alle, som flyver
droner. Samtidig skal informationen om dronereglerne fremga tydeligt i
anmeldelsessystemet, nar flyveplan skal anmeldes inden flyvning. Dette skal sikre, at
dronepiloten har viden om, hvad de gaeldende regler er. Trafikstyrelsen vil arbejde for, at
anmeldelsessystemet kan advare dronepiloten, hvis dronepiloten vil sgge at anmelde i en
flyvning i et omrade uden at have den forudgdende ngdvendige tilladelse.

Mere malrettet information og udarbejdelse af informationsmateriale

Trafikstyrelsen vil udarbejde mere malrettet information til forhandlere og de forskellige
dronebrugere (private og professionelle). Kommunikationen skal sikre, at det bliver lettere
at fa kendskab til og forsta reglerne p& droneomradet.

Derudover udarbejdes der online og fysisk kommunikationsmateriale tilpasset de
forskellige malgrupper af bade fritids- og professionelle dronepiloter, som kan uddeles, nar
man kgber en drone eller underviser i reglerne.
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4.3 Databaseret oplysningsindsats

For at ggre informationen mere malrettet og tilpasset skal oplysningsindsatsen vaere
databaseret. Dette skal ggres ved at tage udgangspunkt i haendelsesindberetninger,
anmeldelser af ulovlige flyvninger, trafik p& Trafikstyrelsens hjemmeside samt
spgrgeskemaundersggelser for at sikre malrettet kommunikation de steder, hvor data
viser, at der er stgrst behov.

Baggrund

Handelsesindberetninger pad droneomradet

Haendelsesindberetninger vidner om en stigning i antallet af haendelser med droner bade i
naerheden af Iufthavne, men ogsd andre steder. Haendelser med droner kan have
sikkerhedsmaessige konsekvenser, herunder kollision med bemandet luftfart, forstyrrelser af
lufttrafikken samt mulige konsekvenser for mennesker pa jorden.

Figur 1: Haendelser pa droneomradet

Udvikling i dronehaendelser 2015-2025
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Antal Heendelser

Trafikstyrelsens erfaring er, at dronepiloter i mange tilfaelde ikke forseetligt bryder reglerne, men
mangler kendskab til reglerne. Der er derfor brug for, at information om reglerne bliver mere
tilgeengelig og forstdelig, seerligt pa omrader hvor manglende efterlevelse kan have stor
betydning for andres sikkerhed, eksempelvis naer lufthavne.

Dronepiloternes kendskab til og efterlevelse af reglerne skal ogsd modvirke, at dronepiloten
ubevidst flyver ulovligt, og dronen derfor bliver kategoriseret som en ikke-samarbejdsvillig
drone.
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Fritidsdronepiloter og professionelle dronepiloter

Der skelnes som udgangspunkt mellem to typer af dronepiloter, nar det geelder oplysning om
reglerne for droneflyvning. P& den ene side er der fritidsdronepiloter, der kun flyver i fritiden og
sjeeldent har modtaget formel traening. P& den anden side er der de professionelle dronepiloter,
som har brug for et stgrre kendskab til de komplekse regler p& omradet.

Den nuveerende oplysningsindsats pa droneomradet har ikke tilstreekkeligt fokus pa at
differentiere mellem de to forskellige typer af dronepiloter. Derfor har Trafikstyrelsen udviklet
en ny version af droneregler.dk, som blev lanceret i april 2025, og hvor fokus er at malrette
informationen til hver af de to typer af dronepiloter.

Det er samtidig vurderingen, at den nuvaerende oplysningsindsats kan forbedres ved at tage
udgangspunkt i en datadrevet tilgang. Data fra for eksempel haendelsesindberetninger,
anmeldelsessager eller sggeinformation pa Trafikstyrelsens hjemmeside kan veere med til at
understgtte en mere responsiv og dynamisk tilgang til oplysningsindsatsen.
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Tema 5 - Integreret digital sagsbehandling

Formal

Hvis man gnsker at flyve med drone, kraever det i nogle tilfeelde, at man sgger om tilladelse hos
Trafikstyrelsen eller en anden myndighed. Der skal blandt andet sgges om tilladelse til
droneflyvninger i de geografiske dronezoner, som findes i hele landet. Hvis der er stgrre risiko
forbundet med droneoperationen, falder den i den specifikke kategori, hvor man ligeledes skal
have en tilladelse.

Det er vigtigt, at dronepiloterne ikke skal vente laengere end hgjst ngdvendigt pa deres
tilladelser. Smidig og effektiv sagsbehandling af dronetilladelser er derfor et vigtigt fokusomrade.

Formalet med dette tema er at optimere og effektivisere myndighedernes sagsbehandling
gennem integreret digital sagsbehandling.

Tiltag

Det anbefales, at tiltagene nedenfor gennemfgres for at understgtte dronepiloter i deres virke.
Tiltag 5: Integreret digital sagsbehandling

Trafikstyrelsen vil med udgangspunkt i det digitale anmeldelsessystem, jf. tema 2, arbejde for
at understgtte en digital sagsbehandling af godkendelser til droneoperationer. Arbejdet vil
inddrage relevante myndigheder.

Trafikstyrelsen vil for at understgtte gennemfgrelsen af en integreret digital sagsbehandling
ivaerksaette nedenstdende supplerende tiltag.

5.1 Optimere processer for ansggninger for flyvning i geografiske dronezoner

Trafikstyrelsen vil Igbende have fokus pa at optimere processen for godkendelse til flyvning
i geografiske dronezoner. Der skal som led i dette arbejdes for, at der i
ansggningsprocessen skal kunne inddrages andre myndigheder i forhold til hgringer og p3
den made forkorte sagsbehandlingen.

Der vil samtidig arbejdes for, at der i nogle tilfeelde kan udstedes straksafggrelser, hvilket
vil sige, automatisk udstedelse af tilladelsen, hvis ansggeren opfylder alle vilkar.

5.2 Digitale Igsninger for den specifikke kategori

For at understgtte sagsbehandlingen i den specifikke kategori vil Trafikstyrelsen udarbejde
digitale ansggningsblanketter samt vejledningsmateriale for de forskellige m&der, hvorpa
man kan fa godkendt en operation i den specifikke kategori. Dette vil s8 vidt muligt blive
integreret i det digitale anmeldelsessystem.

5.3 Skabe et "Mit Overblik” for dronepiloter

Der skal arbejdes for at etablere en funktion "Mit Overblik”, hvor borgere og virksomheder
kan tilga deres tilladelser, registreringer, flyveplaner og certifikater og kan se status pa
gyldigheden af disse. Funktionen skal ideelt sammentaenkes med det foresldede IT-system
til anmeldelse af flyveplaner som beskrevet under tema 2. Det foresldede tiltag skal ggre
det lettere for dronepiloterne at fa et overblik, og samtidig kan det sge myndighedernes
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mulighed for at fgre tilsyn, tjekke op pa dronetilladelser, certifikater med mere, nar de
detekterer mulige ulovlige flyvninger. Der skal ydermere arbejdes for, at "Mit Overblik”
kan giver ansggere indblik i, hvor ansggningen er i sagsbehandlingsprocessen.

Baggrund

N&r det geelder sagsbehandlingen, er det vaesentligt at skelne mellem forskellige typer af
ansggninger. Blandt andet har dronens stgrrelse og operationens art betydning for, hvordan
ansggeren skal forholde sig, og hvor omfattende sagsbehandlingen hos Trafikstyrelsen er. Der
skelnes i denne sammenhang mellem den §bne og den specifikke kategori.

Den 3bne kategori

Trafikstyrelsen modtager flest ansggninger til flyvning i de geografiske dronezoner under den
dbne kategori. Kategorien omfatter de mindst komplekse sager, og den daekker over
stgrstedelen af de droneoperationer, som udfgres pa nuvaerende tidspunkt. Det vil sige
rekreative flyvninger samt simple operationer med droner under 25 kg, hvor formalet er
fotografering, videooptagelse, inspektioner, landopmaling eller lignende.

Det kraever ingen tilladelse at flyve i den 8bne kategori, s8 laeenge man flyver uden for de
geografiske dronezoner. Til gengaeld skal man sgge tilladelse, hvis man vil flyve i dronezonerne,
medmindre man kan anvende en undtagelse. Trafikstyrelsens sagsbehandling, herunder hgring
af forvaltere eller ejere af omraderne i de geografiske dronezoner, har direkte indflydelse pa3,
hvorvidt og hvor hurtigt en dronepilot kan fa tilladelse til at gennemfgre sin flyvning.

N&r en ansggning om droneoperationer skal i hgring hos andre myndigheder og/eller
infrastrukturforvaltere, er processen i dag primaert manuel og tidskreevende. Dette indebaerer,
at ansggningen skal sendes frem og tilbage mellem flere parter, hvilket kan fgre til forsinkelser
og ineffektivitet i sagsbehandlingen.

Sagsbehandlingstiderne kan variere betydeligt pa grund af hgringsprocessen, hvilket ggr det
vanskeligt for dronepiloterne at planlaegge deres flyvninger. Det er saerligt et problem for
opgaver, som kommer med meget kort varsel, som dronepiloterne ikke kan lgse pa grund af
myndighedsbehandlingen. P& nuvaerende tidspunkt har Trafikstyrelsen ikke hjemmel til at
udstede tilladelser automatisk inden for den 8bne kategori, men der vil blive arbejdet for at
tilvejebringe en sadan.

Den specifikke kategori

Den specifikke kategori daekker typisk over droneoperationer, som er mere komplekse eller
indebaerer en stgrre risiko end flyvninger i den dbne kategori, for eksempel hvis der flyves med
en drone, som vejer over 25 kg, eller flyves uden for synsvidde. Flyvninger i kategorien stiller
stgrre krav til dokumentation, da ansggningerne i den specifikke kategori og deres godkendelse
altid er bundet op pa en risikovurdering. I risikovurderingen skal ansgger gennem flere trin
dokumentere, at en raekke krav efterleves. Kravene til dokumentation kan variere afhaengigt af
operationens omfang. Standardscenarierne (STS), praedefinerede risikovurderinger (PDRA) samt
risikovurderinger for flyvninger i den specifikke kategori (SORA), er forskellige mader, hvorpa
man kan f& godkendt en operation i den specifikke kategori.
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Processerne i den specifikke kategori er hovedsageligt manuelle og det eksisterende
vejledningsmateriale kan ikke sikre, at alle krav og procedurer forstas og falges korrekt. Uden
tilstraekkelig vejledning kan ansggerne lave fejl grundet reglernes kompleksitet eller give
mangelfuld information, hvilket forlaenger sagsbehandlingsprocessen.

Behov for samlet digitalt overblik

Forskellige droneoperationer kan kraeve forskellige typer ansggninger, og det kan hurtigt blive
forvirrende for en dronepilot at navigere i.

Dronebranchen har efterspurgt, at de enkelte dronepiloter f&r samlet deres tilladelser,
registreringer, certifikater og gvrige dokumenter pd ét sted, fremfor den nuvaerende lgsning,
hvor stgrstedelen modtager dokumenterne via digital post. Den nuvaerende model ggr det
vanskeligt for dronepiloten at holde styr p& alle ngdvendige dokumenter p& en organiseret made
samt kontrollere status og gyldighed.
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Tema 6 - Pavirkningen af samfundet

Formal

P& grund af den stigende anvendelse af droner vil privatpersoner i dag oftere se droner flyve i
deres naeromrade end tidligere. Folk er blevet endnu mere opmaerksomme pa droner efter
dronehaendelserne omkring lufthavnene i september og oktober 2025 og laegger derfor endnu
mere maerke til droneoperationer. Offentlighedens accept af droner er afggrende for udviklingen
og bzeredygtigheden af droneerhvervet. Endelig er det vigtigt, at dronepiloter har en realistisk
forventning til, hvor de ma flyve.

Dette tema handler om, hvordan droner pavirker det omgivende samfund, og hvordan der kan
sikres accept af, at der flyves med droner, ogsd nar dronerne i visse situationer kan flyve taet
pa private boliger og privatpersoner. Malet med tiltagene i temaet er at sikre en balance mellem
de gener, som offentligheden kan opleve, og de begraensninger, som dronepiloter palaegges for
at sikre et passende beskyttelsesniveau.

Tiltag

Det anbefales, at tiltagene nedenfor gennemfgres for at sikre en generel accept af droner.

Tiltag 6: Abenhed om droneoperationer

Trafikstyrelsen arbejder for stgrst mulig 8benhed med henblik pa at sikre offentlighedens accept
af droneflyvninger, som forventes vaesentligt gget i Igbet af de kommende &r.

6.1 Offentlig adgang til oplysninger om anmeldte flyveplaner

Nar der, jf. tema 2, er etableret et system for anmeldelse af droners flyveplaner, kan
relevante myndigheder og virksomheder f& adgang til oplysninger om droneflyvningens
formal, flyveplanen og kontaktdata for dronepiloten.

Offentligheden bgr som udgangspunkt ogsa fa adgang til oplysningerne i de anmeldte
flyveplaner. Det vil kunne bidrage til at gge accepten af lovlige droneoperationer og vil
antagelig kunne forebygge et stort antal henvendelser til Politiet eller andre myndigheder,
hvis man f.eks. vil kunne se, hvorvidt der er tale om en kommerciel eller hobbyflyvning.

Statsflyvninger, herunder politiets og Forsvarets droneflyvninger, er ikke omfattet af
kravet om anmeldelse og derfor heller ikke af den offentlige adgang.

6.2 Udbredelse af information om beskyttelse af privatlivets fred

Bekymringer om kraenkelse af privatlivets fred er en vigtig faktor, som pé’\virker
offentlighedens accept af droner. Der er derfor behov for at informere bredt om regler, der
beskytter privatlivets fred. Informationen skal rette sig mod b3de privatpersoner og
dronepiloter.

Privatpersoner skal oplyses om deres handlemuligheder, hvis privatlivets fred bliver
kraenket, og dronepiloter skal kende og overholde reglerne i bade straffeloven og
dronelovgivningen.
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6.3 Lobende vurdering af beskyttelsesniveauet

Beskyttelsesniveauet for privatlivets fred, sarbar natur og sikkerheden skal lgbende
vurderes i samarbejde med relevante aktgrer, sa det er pd et passende niveau. Der skal
derudover - iseer i omradder med hyppig droneflyvning - gennemfgres undersggelser af,
hvordan droner pavirker det omgivende samfund blandt andet med hensyn til stgj.

Baggrund

Sadan beskytter reglerne

EU-lovgivning, luftfartloven og dronebekendtggrelsen fastsaetter regler om, hvor og under hvilke
betingelser man ma flyve med droner. Reglerne beskytter blandt andet privatlivets fred, som
beskyttes dels i dronebekendtggrelsen og dels i straffeloven. Beskyttelsen sikrer, at
privatpersoner kan veere i fred i deres hjem og haver.

Geografiske dronezoner fastlaegges af hensyn til flyvesikkerhed (blandt andet omkring
lufthavne), samfundssikkerhed (for eksempel kritisk infrastruktur og militeere anlaeg),
privatlivets fred, eller miljget (blandt andet for at beskytte ynglende fugle).

Nar beskyttelsesniveau skal fastseettes, kan det vaere sveert at ramme den rette balance. For
strenge eller uhensigtsmaessige regler kan hzmme droneerhvervet og begreense dets
vaekstpotentiale, ligesom overregulering kan fagre til ungdvendige barrierer for innovation og
forhindre virksomheder i at udnytte droneteknologiens fulde potentiale. Modsat kan for lempelige
regler betyde, at enten mennesker, dyr eller miljget pavirkes negativt. Trafikstyrelsen ma derfor
Isbende i samarbejde med andre myndigheder vurdere beskyttelsesniveauet.

Selvom det er vigtigt, at lovgivningen giver et hgijt beskyttelsesniveau, er det samtidig ogsa
vigtigt at undersgge, om der er regler, som er for restriktive. Ma3ske kan visse beskyttede
omrader fa fleksible dronezoner, ligesom det i dag er tilfaeldet for Natura2000 omrader. Nogle
restriktionsomrader ved Nature2000 omrader er for eksempel kun aktive, nar ynglende fugle
skal beskyttes.

Med tiltag i tema 1, der skal muligggre flere og mere avancerede droneoperationer uden for
synsvidde, er det vigtigt, at der er viden om, hvorvidt og hvordan dronerne pavirker det
omgivende samfund, szerligt i beskyttede omrdder, s8 denne viden kan tages i betragtning i det
videre arbejde.

Forudsaetninger for accept af droneflyvning

Lovgivningen fastsaetter, hvor der ma flyves med droner, men niveauet for beskyttelsen kan
foles lavere, end det i virkeligheden er, hvis det omgivende samfund ikke kender reglerne og
derfor far et forkert indtryk af de droner, der flyver i naaromradet.

Flere undersggelser har sat fokus pa, hvad der skal til for, at privatpersoner accepterer flyvning
med droner blandt andet hen over deres ejendom. Konklusionerne er, at fglgende er vigtigt i
forhold til accept af flyvning med droner:

e Kendskabet til reglerne
o M3&den dronepiloten flyver dronen pa
e Om flyvningen har et anerkendelsesvaerdigt formal
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e Handhavelsen af reglerne

For at opnd offentlighedens accept af droneflyvning er det derfor vigtigt at have disse forhold
for gje.

Dronepilotens kendskab til dronereglerne samt den made, som dronepiloten flyver dronen pa,
handteres under Tema 4: Safety promotion.

Kendskab til reglerne er imidlertid ikke kun relevant for dronepiloter. Befolkningen skal ogsa
kende deres rettigheder i forhold til privatlivets fred, og hvad de kan forvente i forbindelse med
droneaktiviteter i deres neermiljg for at sikre en fglelse af sikkerhed, kontrol og tryghed.

Det mest effektive virkemiddel vil vaere, at borgere, der observerer en drone, kan f& umiddelbar
adgang til oplysninger om droneflyvningen og mulighed for om ngdvendigt at kontakte
dronepiloten telefonisk. Med kravet om anmeldelse af flyveplaner i et IT-system, hvis data kan
tilgds over internettet, jf. tema 2, vil dette pa sigt kunne blive muligt i praksis efter en eventuel
loveendring.
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Tema 7 - Fremtidsperspektiver: person-
transport

Formal

Droneteknologien og dens anvendelsesmuligheder udvikler sig hele tiden, og pa leengere sigt
ma det forventes, at anvendelsen af droner til transport af mennesker vil vaere en realitet.

Dette tema kaster et blik ind i fremtiden og de muligheder, som droneteknologien kan give pa
sigt.

Tiltag

Der anbefales ikke nogen seerskilte tiltag under dette tema, men tiltagene i tema 1 og tema 2
peger i retning af Igsninger for en samlet infrastruktur for luftrummet, som pa sigt kan
understgtte anvendelsen af droner til persontransport. Det er dog vigtigt, at udviklingen p3
droneomradet bliver fulgt. Dette skal sikre, at Danmark kender de andringer og konsekvenser
udviklingen vil medfgre og er forberedt pa handlinger.

Baggrund

Innovativ luftmobilitet

I EU refereres der til konceptet innovativ luftmobilitet, nar det kommer til sikker og baeredygtig
luftbaren transport af passagerer og fragt, der bliver muliggjort af nye teknologier, som er
integreret i et multimodalt transportsystem.

Inden for innovativ luftmobilitet skelnes der mellem urban innovativ luftmobilitet og ikke-urban
luftmobilitet. I en dansk kontekst er det ikke-urban luftmobilitet, der umiddelbart ma vurderes
at have primaer relevans.

Innovativ luftmobilitet er i sit meget indledende stadie, hvorfor det er usikkert, hvordan
konceptet vil udvikle sig, og hvorvidt det vil kunne understgtte ny kollektiv infrastruktur. Selve
droneteknologien udvikler sig med hastige skridt, og flere producenter arbejder allerede nu pa
at opnd de ngdvendige godkendelser/certificeringer, der skal til for at blive operationelle.

EU har klare ambitioner om at understgtte udviklingen af innovativ mobilitet. I EU's dronestrategi
fra efterdret 2022, A Drone Strategy 2.0 for a Smart and Sustainable Unmanned Aircraft Eco-
System in Europe, er der fremhaevet flere sdkaldte flagship actions, som skal fremme brugen af
nye teknologier i forhold til luftbdren persontransport. Det geelder bade operationer med nye
typer af bemandede Iuftfartgjer, luftfartgjer med mulighed for vertikal start og landing (pa
fagsprog kendt som VCA), hvor der er en pilot ombord, og droner til persontransport i den
certificerede kategori, hvor der ikke er en pilot ombord.

Lovgivning pd omradet

Innovativ luftmobilitet er et nyt koncept, og det forudseetter derfor ny EU-lovgivning pa
luftfartsomradet samt justeringer af eksisterende lovgivning. Dette arbejde har veeret i gang i
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nogle &r. Den drejer sig blandt andet om at sikre de juridiske rammer for luftdygtighed og
certificering af de nye typer af luftfartgjer samt droner i den ‘certificerede’ kategori, krav og
kompetencer til piloterne pa luftfartgjer samt dronepiloter, krav til design af vertiports
(landingspladser designet til de nye typer luftfartgjer), integration med lufttrafikstyringen mv.

I april 2024 offentliggjorde Europa-Kommissionen de overordnede juridiske rammer for de
certificerede droner. Rammerne er bl.a. med til at understgtte udviklingen af innovativ
luftmobilitet i EU. Nogle af reglerne tradte i kraft i EU’s medlemslande i maj 2025, dog med
nogle fa undtagelser, der fgrst vil finde anvendelse fra februar 2026, og sidelgsbende hermed
udvikles der understgttende vejledende materiale fra EU’s luftfartsagentur, EASA.

Sikker integrering

En grundlaeggende forudsaetning for den innovative luftmobilitet er at sikre den ngdvendige
infrastruktur i luften. Samtidig er det helt afggrende, at det hgje sikkerhedsniveau ikke
kompromitteres med introduktionen af de nye typer luftfartgjer og typer af operationer.

Den infrastruktur eksisterer ikke pa nuvaerende tidspunkt i dansk luftrum. Lgsningerne for sikker
integration af bemandet trafik og droner skal derfor kunne skaleres, sa infrastrukturlgsninger pa
sigt kan understgtte en gget grad af luftmobilitet i de kollektive mobilitetslgsninger, herunder
bemandede luftfartgjer med mulighed for vertikal start og landing og pa noget leengere sigt
muligvis ogsa droner til persontransport (uden pilot). I de skalerbare Igsninger skal der
indteenkes fleksibilitet og ses p& mulighederne for, om der kan tilgodeses flere typer af behov
for operationer.

Tema 1 om Adgang til luftrummet og Tema 2 om Trafikinformation og trafikstyring arbejder
begge med forskellige infrastrukturlgsninger for integration af bemandet trafik og droner i det
danske luftrum. Lgsningerne kan vaere med til at understgtte den infrastruktur, som er
ngdvendig ved introduktionen af droner til persontransport

Den offentlige accept er en vaesentlig dimension, der skal indtaenkes i overvejelserne for
opbygningen af en infrastruktur, der understgtter de nye typer operationer. Den offentlige accept
kan veere med til at definere rammerne for hgjden for overflyvning af beboelsesomrader,
accepteret stgjniveau og planlaegning af ruter for at skabe mindst gene. Derudover vil folk kun
veere villige til at bruge droner til persontransport, ndr de fgler sig trygge og vurderer, at
sikkerhedsniveauet er tilstreekkeligt hgijt. Tillid til teknologiens palidelighed er derfor en
afggrende forudsaetning for teknologiens udbredelse.
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